
BOOST
YOUR CYBER
RESILIENCE
through membership with the Cyber Resilience Centre for the South East.

The South East Cyber Resilience Centre (SECRC) launched in September 2020 is part of 
a nationwide network of centres being established across the country by Policing, in 
partnership with the commercial sector and academia to provide businesses and 
organisations with affordable cyber security services and consultancy in order to grow 
and strengthen the South East’s resilience to online crime and cyber- attacks.

The SThe SECRC is a not-for-profit organisation and exists to provide businesses of all sizes 
with access to affordable cyber security services, the latest advice and support from 
leading law enforcement and industry experts and help them take simple steps to 
protect their business from unscrupulous cyber criminals.

The SECRC is the fifth centre to launch in the England and Wales and offers a range a 
membership options depending on what level of support businesses across Hampshire, 
IOW, Surrey, Sussex, Oxfordshire, Berkshire, and Buckinghamshire need. 
  

SIGN UP FOR FREE TODAY! VISIT:  secrc.co.uk/membership

SOLE TRADERS. SMEs. THIRD SECTOR ORGANISATIONS.



MEMBERSHIP PACKAGES

Core Membership Includes: 

■ NCSC Guidance - How organisations can 
protect themselves in cyberspace, including 
the 10 steps to cyber security from the 
Government NCSC division.

■■ NCSCs Exercise In A Box – a tool to give 
your organisation a ‘dummy’ run of a cyber 
attack. Similar to testing your fire drill. 
Tailored for different sized organisations.

■■ NCSC Board Toolkit - Resources designed 
to encourage essential cyber security 
discussions between the Board and their 
technical experts.

■ E-news – regular digestible updates 
relevant to  organisations in the South East 
about cyber resilience.

Core Member
FREE

Includes: 

■ Core Membership 

Plus: 

■ Use of the SECRC logo on your
website

■ A listing on the SECRC website

■■ A choice from the service bolt on 
options

Business Starter 
Membership

£500

Includes: 

■ Core Membership, Business Starter 
Membership

Plus: 

■■ Discount on Cyber Essential Plus 
Certification from a recognised Trusted 
Partner

■ A place at the annual reception where 
we hear from keynote speakers on 
national and regional cyber resilience 
strategy

■■ 2 Services bolt on of your choice

Business Enhanced 
Membership

Includes: 

■ Core Membership, Business Starter 
Membership, Business Enhanced 
Membership

 Plus: 
 
■■ One joint event a year to a target 
audience in partnership with the centre

■ Additional annual reception place

Bolt On Service Options

£1500

Business Premium 
Membership

£3000

■ Closed half day staff awareness session at your site (up to 30 people)
■ Regional quarterly briefing on current threats by Policing
■ Cyber Health Kick - a health questionnaire and recommendations to help    
 develop resilience in your organisation.

■ Feature in e-news
■ Annual reception invitation
■ 10% discount on all cyber services we offer

SouthEastCRCsecrc.co.uk The Cyber Resilience Centre for the South East

Core Membership to the Centre is free 
for all businesses and provides access 
to a range of resources and tools, 
inclusive of National Cyber Security 
Centre advice and guidance, designed 
to help organisations identify their risks 
and vulnerabilities, as well as providing 
adviadvice on steps to increase their level of 
protection. In addition, the Centre offers 
a number of paid membership options 
each designed to further the level of 
protection to businesses through 
enhanced service offerings.



CYBER SECURITY SERVICES

SouthEastCRCsecrc.co.uk The Cyber Resilience Centre for the South East

SECURITY AWARENESS TRAINING 

The training is focussed on those with little or no cyber 
security or technical knowledge and is delivered in small, 
succinct modules using real world examples.

WEB APP VULNERABILITY ASSESSMENT 

This service assesses your website and web services for 
weaknesses. The service reporting will describe in plain 
language, what each weakness means to your business and the 
risks associated with each. Service reporting will include plans 
and guidance on how to fix those weaknesses.

SECURITY POLICY REVIEW

This service offers a review of your current security policy, 
how it is written and how it is implemented.

CYBER BUSINESS CONTINUITY REVIEW

This service offers a review of your business continuity planning 
and the resilience of your organisation to cyber-attacks such as 
ransomware or when attackers take control of your core systems.

PARTNER RESOURCE SUPPORT

Student resource will be used to fill temporary resource gaps, 
support extended resource requirements to support projects, or 
during incident response.

INTERNAL VULNERABILITY ASSESSMENT

The service will scan and review your internal networks and 
systems looking for weaknesses such as poorly maintained or 
designed systems, insecure Wi-Fi networks, insecure access 
controls, or opportunities to access and steal sensitive data.

CORPORATE INTERNET INVESTIGATION

This service may be used to learn what is being said on the 
internet about an organisation, what  information employees 
are releasing or if there are any damaging news stories, 
social media posts or associations.

INDIVIDUAL INTERNET INVESTIGATION

The information gathered in this type of investigation might be 
used to support pre-employment checks, to manage potential 
threats to a Director of an organisation or their families, or to 
understand more about a specific person of interest.

REMOTE VULNERABILITY ASSESSMENT

Remote vulnerability assessments are focussed on identifying 
weaknesses in the way your organisation connects to the 
internet. Service reporting will provide a plain language 
interpretation of the results and how any vulnerabilities might 
be used by an attacker, as well as simple instructions on how 
any vulnerabilities might be fixed.


